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Source: Javelin Strategy & Research, 2018 
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 Have used at least one biometric modality at an FI
 Have not use biometrics with an FI
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Source: Javelin Strategy & Research, 2018 
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Source: Javelin Strategy & Research, 2018 
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Voice recognition

Facial recognition

Document scanning

One-time passwords

Eye scanning
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Source: Javelin Strategy & Research, 2018 
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62%

69%

77%

77%

77%

Account history

Quality of biometric input

Type of biometric input

Environmental characteristics (e.g. light quality or
background noise level)

Device characteristics (e.g. jailbreaking/rooting
detection)

Source: Javelin Strategy & Research, 2018 
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62%

69%

Use of AI/ML for liveness
checks

Use of AI/ML for risk-based
authentication
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Customizable independently by
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Customizable through provider
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https://www.theverge.com/circuitbreaker/2018/7/19/17589676/vivo-nex-review-camera-fingerprint-sensor-apex
https://www.theverge.com/circuitbreaker/2018/7/19/17589676/vivo-nex-review-camera-fingerprint-sensor-apex
https://www.cnet.com/news/oneplus-6t-removing-the-headphone-jack-was-a-tough-decision/
https://gizmodo.com/full-access-to-indias-national-biometric-database-repor-1821772876
https://gizmodo.com/simple-hack-turns-indias-massive-biometric-database-int-1828972521
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